
This Privacy Policy (“Policy”) sets out the basis on which any personal data AB Bank collects from you, or that you provide Us, will be 
processed by Us, including the type of information being collected, method of such information collection, use of such information, 
protection of such information and sharing of such information with third parties. The Policy applies to all the products, 
subscriber-based services, mobile applications (“Services”) and websites o�ered by AB Bank Zambia Limited (“AB Bank,” “Our,” “Us,” 
“We”) or its branches.

Please read the following carefully to understand Our views and practices regarding your personal data and how We will treat it. 
By continuing to visit Our website (www.abbank.co.zm) and other AB Bank customer touch points, you accept and consent to the 
practices described in this Policy. If you do not agree/accept please do not use or access Our website or other AB Bank Services.

If you have any questions or concerns regarding this Policy, you should contact us on 888 or email us on contact@abbank.co.zm

We adopt appropriate technical, data collection, storage and processing practices and security measures to protect against 
unauthorized access, misuse, alteration, disclosure or destruction of your personal information, username, password, transaction 
information and data under Our control. This may include the use of encryption, access controls and other forms of security to ensure 
that your data is protected.

We require all parties including Our sta� and third-parties processing data on Our behalf to comply with relevant policies and 
guidelines to ensure con�dentiality and that information is protected in use, when stored and during transmission. Our security 
controls and processes are also regularly updated to meet and exceed industry standards.

Where We have provided you (or where you have chosen) a password which grants you access to speci�c areas on Our site, you are 
responsible for keeping this password con�dential. We request that you do not share your password or other authentication details 
(e.g., pin codes) with anyone.

We reserve the right to change this Policy from time to time as seen �t, without any intimation to you, and your continued use of the 
site will signify your acceptance of any amendment to these terms. You are therefore advised to re-read the Policy on a regular basis. 
Should it be that you do not accept any of the modi�cations or amendments to the Policy, you may terminate your use of Our 
Services immediately. 
If you object to any of the changes to Our Policy, and you no longer wish to use Our Services, you may contact Us on 888 or 
contact@abbank.co.zm to deactivate your account. Unless stated otherwise, our current Policy applies to all information that We have 
about you and your account.
We may send you Applications and Service announcement updates. Subject to legal requirements, you will not be able to 
unsubscribe from Service announcements, which contain valuable information regarding Our Services which you have subscribed to. 
The announcements for services may cease upon termination of the Services. We may communicate via SMS or telephone to provide 
requested Services and to resolve issues relating to your account.

We use data collection devices such as “cookies” on Our website and applications. “Cookies” are small �les stored on your hard drive 
that assist Us in providing Services customized to your requirements and tastes.

You are always free to decline Our cookies if your browser permits, although in that case you may not be able to use certain features 
on Our website and application and you may be required to re-enter your password more frequently during a session. A cookie 
cannot read data o� your hard disk or read cookie �les created by other sites. Use of a cookie is in no way linked to any personally 
identi�able information.

AB Bank’s websites, products, application, and Services may contain links to third-party websites, products, and Services. 
Our products and Services may also use or o�er products or services from third parties. Information collected by third parties, which 
may include such things as location data or contact details is governed by their privacy practices and We will not be liable for any 
breach of con�dentiality or privacy of your information on such sites. 
We encourage you to learn about the privacy practices of those third parties.

Due to the existing regulatory environment, we cannot ensure that all your private communications and other personally identi�able 
information will never be disclosed in ways not otherwise described in this Policy. By way of example (without limiting and foregoing), 
We may be forced to disclose information to the government, law enforcement agencies, our parent and/or subsidiaries, third parties, 
for the performance of a task carried out in the interest of the public, for the protection of your vital interest, for the performance of a 
contract to which you are a party to and where you have expressly given Us written consent to disclose same.

Please note that if you request a copy of your information, you may be required to pay a statutory fee.

If We hold any information about you which is incorrect or if there are any changes to your details, please let Us know so that We can 
keep Our records accurate and up to date.

We will retain your personal information for the duration of Our Services to you and afterwards for as long as is necessary and relevant 
for Our purposes as permitted by applicable laws and regulations. Where We no longer need your personal information, we will 
dispose of it in a secure manner (without further notice to you).

You have the following rights:

 • the right to be told how We use your information and obtain access to your information;

 • the right to have your information recti�ed or erased or place restrictions on processing your information;

 • the right to object to the processing of your information e.g., where the processing is based on Our legitimate interests;

 • the right to have any information you provided to Us on an automated basis returned to you in a structured, commonly used,  
   and machine-readable format, or sent directly to another organization, where technically feasible (“data portability”);

 • where the processing of your information is based on your consent, the right to withdraw that consent subject to legal or 
   contractual restrictions;

 • the right to object to any decisions based on the automated processing of your personal data, including pro�ling; and

 • the right to lodge a complaint with the supervisory authority responsible for data protection matters.

 • All the rights as enshrined in part ix of the Data Protection Act, 2021.

The collection and use of personal data by AB Bank is guided by the principles set by the Data Protection Act of 2021 . 
These principles state that personal data should:

 • be processed fairly, lawfully and in a transparent manner;

 • be obtained for a speci�ed and lawful purpose and shall not be processed in any manner incompatible with such purposes;

 • be adequate, relevant, and limited to what is necessary to ful�ll the purpose of processing;

 • be accurate and where necessary, up-to-date. In the event data is inaccurate, steps should be taken to rectify or erase such data;

 • not be kept for longer than necessary for the purpose of processing;

 • be processed in accordance with the data subject’s rights; and

 • be kept safe from unauthorized processing, and accidental loss, damage or destruction using adequate technical and 
   organizational measures.

We will only use your information when you have provided your consent or when We are required by law to do so, and We will use 
your information for the following:

 • to provide customers with excellent products and Services, to manage Our business and to o�er an enriched and enhanced 
   customer experience;

 • to make appropriate use of your data to manage transactions, respond to your requests, and to provide you with more relevant  
            products and Services;

 • to deliver Our products and Services, carry out your instructions, and provide online banking, mobile banking and other online  
            product and Services;

 • to review credit or loan eligibility and ful�ll loan requests made by you;

 • to detect and prevent �nancial crimes including fraud, �nancing for terrorism and money laundering, this is to ensure security  
   and business continuity;

When you use Our websites and 
Services, we collect and store your 

personal information which is 
provided by you from time to time. 
Personal information in this context 

shall include all data such as: full 
legal name, bank client nuber/code, 
phone number, means of identi�ca-
tion, identi�cation number, mailing 

address, email address, TPIN (Tax 
Payer Identi�cation Number), photo, 
occupation, assets, income, location 
data, an online identi�er and other 

unique identi�er such as but not 
limited to MAC address, IP address, 

IMEI number, IMSI number, SIM.

We collect information when you 
create an account, subscribe, 
participate in any interactive 

features of Our Services, �ll out a 
form, apply for a loan, request 

customer support, or otherwise 
communicate with Us.

We may also collect other 
information such as video footage 
of you whenever you step into any 

of Our branches, telephone 
conversations when you call any of 

Our contact center lines, geographic 
information.

We may obtain information through 
Our mobile applications that you 
install on your mobile devices to 

access and use Our Services.

We are the custodian of data on 
behalf of the users that use Our 

Services and We do not own data; 
users own their data. We will store 
data provided for only the period 

within which it is needed.
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